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Please accept this email as my CPNI Compliance Statement and Company 
Policy.  I do hereby certify that our customer data is being kept secure and 
the attached company policy statement is true and what we practice here. 
Richard D. Trent, CPA 
 
River City Wireless of Tennessee, LLC 
 
 
River City Wireless of Tennessee, LLC 
Privacy Policy (effective as of 1-1-06) 
 
Customer Proprietary Network Information (CPNI) 
 
River City Wireless of Tennessee, LLC, hereafter referred to as RCW, has a 
long-standing policy of protecting our customers’ privacy.  We have created 
the RCW Privacy Policy in an effort to explain our privacy procedures.  When 
using any RCW product or service, you should understand when and how 
personal information is collected, used, disclosed, and protected. 
 
We do not sell or disclose information to unaffiliated third parties without 
your consent except as otherwise provided in the policy.  We may use 
information about who you are, as well as when, where and how you use our 
network to provide you better service and enhance your RCW experience 
when using any of our products and/or services. 
 
RCW will update/revise this policy if our procedures change or if legal 
changes require us to do so. 
 
Personal information is that which can be directly associated with a specific 
person or entity, such as a name, telephone number, or information about 
activities directly associated with said person or entity.  This does not include 
aggregate information, which is data we compile about services or people 
from which customer identities have been removed.  For example, we can 
determine which times of which days of the week are generally busiest.  This 
information helps us to determine what services are most useful to our 
customers, and how to improve upon these services.  Also, the aggregate 
information could be sold to a marketing firm or other business which is 
interested in such demographic information. 
 



We collect information you give us at the time of purchase of a RCW product 
or service.  This information can include such things as billing address, social 
security number, or credit information. All wireless systems can tell when 
your wireless device is on and the general vicinity the device is located in, 
this is how real time calls and messages are delivered.  So information is 
collected in this way too.   
 
Information about our customers is a very important asset to us, and therefor 
we strive to protect it.  We do not sell personal information to third parties 
without consent.  We share personal information with third parties only as 
necessary to complete a transaction on our behalf or yours, or to perform a 
service you have requested.  For example, if you order a new wireless device 
to be delivered to your home, we have received implied consent to share your 
address with the delivery service.  Personal information relevant to a task 
will be shared with other carriers when necessary, such as other service 
providers your wireless device may use. 
 
We release personal information when we believe release is appropriate to 
comply with the law or in good faith reliance on legal process (e.g., court 
orders, subpoenas, etc.); enforce or apply our customer agreements; facilitate 
or verify the appropriate calculation of taxes, fees, or other obligations due to 
a local, state or federal government; or if we reasonably believe that an 
emergency involving immediate danger of death or serious injury to any 
person requires disclosure of communications, or justifies disclosure of 
records, to a governmental entity without delay. 
 
Laws permit us to disclose the location of a device on our network without a 
user’s consent:  (1) to a user’s legal guardian or members of a user’s 
immediate family in an emergency situation that involves the risk of death or 
serious physical harm, (2) to database management services  or information 
providers solely to assist in delivering  emergency services, or (3) to a 
governmental entity if we reasonably believe that an emergency involving 
immediate danger of death or serious physical injury to any person requires 
or justifies disclosure of a device’s location on the network without delay. 
 
River City Wireless of Tennessee, LLC, is committed to the practices set forth 
in this policy. 
 
 


